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Abstract of the contribution: This PCR proposes to specify the release of N2 signalling initiated by the N3IWF due to e.g. IPsec tunnel release.
Discussion
In the case of 3GPP access with EPC, a S1 Release does not lead to the release of the non-GBR bearers: they are preserved. 

In the case of Untrusted WLAN access to EPC, a loss of IPsec tunnel always results in a release of the corresponding PDN connection up to the PGW. This is because the serving node (the ePDG) is different from the 3GPP access serving node (the MME). In the case of 5G Core Network, when the N3IWF is in the same PLMN as the PLMN the UE is registered to in the 3GPP access, then the serving node (the AMF) is the same for both 3GPP and non-3GPP accesses. 
Hence, there is no reason nor benefit to release the PDU sessions in 5G non-3GPP access case.

Proposal

It is proposed to add the following text to TS 23.502.  Section 4.2.X refers to the text of Tdoc S2-171727 (N2 Release procedure) and its revisions/merging/etc…

* * * * First Change * * * * (all text NEW)
4.12.5
N2 release for untrusted non-3GPP access

This procedure is used to release the logical N2-AP signalling connection and the associated N3 user plane connections. The procedure moves the UE from CM-CONNECTED to CM-IDLE in both the UE and the AMF, and all UE related context information is deleted in the N3IWF. 

This section describes how the generic procedure described in clause 4.2.X applies in the case of untrusted non-3GPP access
When the N2-AP signalling connection is lost due to N3IWF or AMF failure, the N2 release procedure is performed locally by the N3IWF and the AMF as described in the procedure flow below without using or relying on any of the signalling shown directly between N3IWF and AMF.

The initiation of N2 Release procedure is either:

-
N3IWF-initiated with cause e.g. O&M Intervention, Unspecified Failure, IPsec tunnel released, etc; or

-
AMF-initiated with cause e.g. authentication failure, not allowed, etc.

Both N3IWF-initiated and AMF-initiated N2 release procedures are shown in Figure 4.12.5-1.
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Figure 4.12.5-1: N2 Release Procedure

1.
If the IKEv2 protocol detects a Dead Peer, or for any other N3IWF internal reason, the N3IWF may decide to release the N2 and N3 connections. In this case, the N3IWF sends a N2 UE Context Release Request (Cause) message to the AMF. Cause indicates the reason for the release (e.g. O&M intervention, unspecified failure, IPsec tunnel released).


The decision to initiate a N2 Release Procedure may also be triggered by an internal AMF event 
2.
As in Step 2 of clause 4.2.X (N2 Release procedure).
3.
As in Step 3 of clause 4.2.X (N2 Release procedure).
4.
As in Step 4 of clause 4.2.X (N2 Release procedure)
5.
As in Step 5 of clause 4.2.X (N2 Release procedure)
6.
If the IPsec tunnel is not already released, the N3IWF releases it and deletes the UE's context.

7.
As in Step 7 of clause 4.2.X (N2 Release procedure)
* * * * End of Changes * * * *
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